To,
The Joint Commission
Subject: Business Continuity Plan Overview.

Thank you for your inquiry regarding our Business Continuity Plan (BCP). Ensuring seamless
business operations during potential system impacts is a priority for our organization. Please
find below a detailed overview of our approach:

1. Keeping Business Operations Going During System Impacts

We have developed a robust BCP that focuses on minimizing disruptions to critical business
functions. Key strategies include:

e Redundancy: Maintaining backup systems for critical infrastructure, such as data
servers and communication channels.
e Cloud Solutions: Leveraging cloud platforms to ensure data availability and

accessibility.

e Team Readiness: Conducting regular training for employees to follow contingency
protocols.

e Remote Access: Ensuring employees have secure access to systems to continue work
remotely.

2. Critical Components Affected During System Impacts
The most credential parts that would be affected in the event of a system impact include:

e Data Availability and Integrity: Ensuring customer and operational data remain secure
and accessible.
e Communication Infrastructure: Email, VolP, and internal communication tools.

3. Recovery Process

Our recovery process is designed to ensure rapid restoration of services. The steps include:

e Activation of Incident Response Team (IRT): A dedicated team assesses the impact
and coordinates recovery efforts.

e Failover to Backups: Transition to backup servers or cloud systems to restore
functionality.

e Data Restoration: Using incremental backups to recover the latest data with minimal
loss.

e System Validation: Conducting thorough testing to ensure the integrity and security of
restored systems.

e Root Cause Analysis: Identifying the cause to prevent future occurrences.



4. Recovery Time Objectives (RTO) and Recovery Point Objectives (RPO)

We have defined specific RTO and RPO for each system based on its criticality. These
objectives guide our response to meet operational and compliance needs.

5. Regular Testing and Updates

The BCP undergoes regular testing, such as disaster recovery drills and scenario-based
simulations, to validate its effectiveness and incorporate improvements.

We believe this plan effectively addresses potential risks and ensures continuity of operations,
even during challenging circumstances. Should you require additional information or
clarification, please feel free to contact us.

Thank you for your attention to this matter.

Slncerely,

Santosh Gfaley 72

IT Administrator for Systems & Networking
Adil Business Systems Inc.

Phone: +1- 267 697 1022 Ext: 202

Email: ITAdmin@adil.com

Website: www.Adil.com



